
CS Imperium Intelligence Dossier: Systemic Corruption in the Legal-Insurance Complex 

Executive Summary 

• Scope: CS Imperium’s Intelligence Directorate has uncovered a pattern of systemic misconduct and collusion 

involving major insurers (AXA, Allianz, Liverpool Victoria (LV=)) and their legal agents (Lyons Davidson 

Solicitors, Womble Bond Dickinson, and DAC Beachcroft). This dossier profiles key organisations and 

individuals, detailing numerous infractions and tactics used to evade liability and suppress claims. 

• Key Findings: Over at least 28 months, a catastrophic injury claim involving an elderly accident victim was 

deliberately delayed and obstructed by a network of insurers and solicitors. Evidence indicates fraudulent 

misrepresentation, including a deceptive sale scheme between Allianz and LV= that misled policyholders 

about who was responsible for claims . High-level executives profited from these delays through bonuses and 

improved valuations , while vulnerable claimants suffered. There are documented breaches of the UK GDPR 

and Data Protection Act 2018, such as the unlawful sharing of confidential data and a two-year failure to 

comply with Subject Access Requests  . Legal representatives employed SLAPP-like tactics – including filing 

false police reports to intimidate the claimant’s advocate  – and engaged in obstruction of justice by 

fabricating a narrative of “threats” to deter further legal action  . The organisations also exploited conflicts of 

interest (e.g. a law firm partially owned and insured by the insurers it was supposed to oppose  ) and 

suppressed whistleblowing attempts by coercing the claimant to drop his independent representative. 

• Impact: These actions potentially violate numerous laws and regulations – from GDPR provisions on data 

handling, to Fraud Act 2006 (fraud by abuse of position), Protection from Harassment Act 1997 and criminal 

law on perverting the course of justice, as well as professional codes (Solicitors Regulation Authority 

Principles on integrity and rule of law). Relevant case law (e.g. Derry v Peek [1889] on fraud, R v Cotter 

[2002] on false reports  , R v Hayes [2018] on abuse of position) underscores the gravity of these breaches. 

Despite public commitments to fair treatment, the insurers and firms involved have shown systemic 

hypocrisy, privately flouting regulations and ethical duties while espousing customer care values. 

• Ongoing Investigation: CS Imperium is leading a multi-front inquiry. Regulatory complaints have been 

prepared or filed with the Information Commissioner’s Office (ICO) for data breaches, the Solicitors 

Regulation Authority (SRA) for professional misconduct, and the Financial Conduct Authority (FCA) for 

failure to treat customers fairly. A referral to the Serious Fraud Office and Parliamentary committees is 

contemplated if obstruction continues  . This dossier is part of an ongoing investigative effort to expose a 

legal-insurance complex that leverages its power to evade accountability. It includes detailed profiles of the 

entities and persons of interest, forensic evidence of collusion (e.g. metadata analysis proving inter-firm 



coordination), a timeline of events, and an appendix with a press briefing and guidance for victims and 

whistleblowers. 

CS Imperium’s findings reveal not isolated misdeeds, but a culture of impunity across multiple institutions 

entrusted with the public’s trust. The following report provides an in-depth analysis of the actors, evidence, and 

legal context, framing this case as a stark example of corruption and regulatory failure in the UK insurance and 

legal system. 

Introduction and Background 

In late 2022, an elderly claimant (a 78-year-old accident victim) suffered life-altering injuries in a road traffic 

accident. Rather than receiving timely redress, his legitimate insurance claim became mired in 28 months of 

unexplained delays and obfuscation  . Multiple organisations – including insurers Allianz Insurance plc and 

Liverpool Victoria Insurance Company Ltd (LV=), and the solicitors firm Lyons Davidson Ltd acting for them – 

were involved in handling the claim. Over time, evidence began to surface of highly irregular conduct: 

• The insurers engaged in a “continuity deception” following a corporate transaction: after Allianz acquired 

LV=’s general insurance business, the companies retained the LV= brand on communications to conceal 

Allianz’s role. This gave customers the false impression that LV= was still solely handling claims post-sale, an 

act of public deception that obscured accountability. 

• Key decision-makers were kept at arm’s length. The claimant and his representative were denied access to 

any senior executive or decision-maker capable of resolving the claim . Instead, a junior legal agent (a “Ms 

Khan” at Lyons Davidson) was inserted as a gatekeeper with no authority to settle . Internal communications 

suggest Lyons Davidson and LV= continued coordinating in the background, contradicting claims that the law 

firm was acting independently. 

• When the claimant’s representative began to uncover and challenge these issues, the involved parties 

escalated from passive delay to active retaliation. In early 2025, after receiving a comprehensive 36-page 

legal letter enumerating the alleged fraud and breaches, LV= (through its counsel) lodged false reports with 

police in an attempt to paint the persistent representative as a violent threat  . This unprecedented move – 

treating an opposing counsel’s legal advocacy as a police matter – is seen as a strategic lawsuit against public 

participation (SLAPP) tactic, aimed at intimidating and silencing the whistleblower rather than addressing 

the substance of the allegations. 



This dossier has been prepared by CS Imperium – an independent intelligence and legal investigation unit – on 

behalf of the claimant and in the public interest. Drawing on internal records, correspondence, legal filings, and 

open-source intelligence, the report profiles each organisation and individual implicated, documents known and 

suspected infractions, and analyzes the strategies used to evade liability. It also situates these findings in the 

broader context of UK law and regulatory oversight, highlighting where systems have failed to check abuse. 

Framing of the Investigation: The patterns observed here suggest a systemic issue that goes beyond one claim. 

The behaviour of these insurers and firms reflects a “legal-insurance complex” in which financial motives and 

reputational protection take precedence over legal duties and customer welfare. By framing the issue as 

systemic corruption and regulatory failure, this dossier underscores the need for structural reforms and 

vigilance. All evidence herein is presented under reservation of rights and with concern for the privacy of 

individuals; no personal data of uninvolved parties is disclosed, and references to the claimant’s identity have 

been limited in accordance with data protection principles. 

The report is organised as follows: 

• Organisational Profiles: An overview of each entity (AXA, Allianz, LV=, Lyons Davidson, Womble Bond 

Dickinson, DAC Beachcroft), including relevant background, roles, and past controversies or regulatory 

issues. 

• Key Individuals Dossier: Profiles of executives and agents central to the events, with any known misconduct 

or conflicts of interest. 

• Timeline of Events: A chronological reconstruction of major incidents, correspondence, and decisions that 

illustrate the evolving tactics of suppression. 

• Legal and Regulatory Analysis: Identification of laws, regulations, and ethical codes breached, supported by 

precedent cases and statutory citations. 

• Tactics of Suppression and Evasion: Detailed look at methods used (e.g. data withholding, fabricated 

communications, SLAPP threats, collusive delay) and how they fit a pattern of conduct. 

• Systemic Implications: Discussion of how this case reflects wider regulatory gaps and the state of checks-and-

balances in the insurance and legal industry. 



• Press Kit (Appendix): A distilled summary of key findings prepared for media release, to raise public 

awareness and encourage accountability. 

• Guidance for Victims & Whistleblowers (Appendix): Practical advice for individuals who may face similar 

tactics, on how to protect themselves and seek redress without falling prey to SLAPPs or data suppression. 

This is a living document – as the investigation progresses, new evidence and developments will be integrated. 

CS Imperium remains committed to a fair and lawful process: all accused parties are presumed innocent of 

criminal wrongdoing until proven otherwise, and regulators are being given the opportunity to act. However, 

the evidence amassed thus far paints a deeply troubling picture of coordinated malfeasance that demands 

urgent scrutiny and action. 

Organisational Profiles 

AXA Insurance (AXA SA & AXA UK) 

Overview: AXA is a global insurance conglomerate and one of the largest general insurers in the UK. While not 

initially a direct party to the claimant’s policy, AXA’s involvement emerged through indemnity and oversight 

relationships. Notably, Lyons Davidson’s professional indemnity insurance (which covers the firm’s liability for 

negligence or misconduct) is underwritten by AXA – effectively making AXA a financial stakeholder in Lyons 

Davidson’s actions. In addition, AXA is a member of the Motor Insurers’ Bureau (MIB) and part of industry 

agreements that could be impacted if the claimant’s case were classified as an uninsured loss. 

Role in the Case: According to the evidence, “AXA, as Lyons Davidson’s indemnifier, allowed [Lyons Davidson’s] 

misconduct to avoid MIB liability.” In practical terms, this suggests that AXA stood to benefit if liability for the 

accident could be shifted or obscured such that the MIB (funded by insurers including AXA) did not have to pay 

out. Rather than intervening to stop unethical delay tactics, AXA apparently acquiesced in them – likely 

calculating that a successful suppression of the claim would be financially advantageous. By indemnifying 

Lyons Davidson, AXA may also have an interest in minimizing any finding of malpractice or data breach against 

the firm (since AXA would bear the cost of indemnity payouts or higher premiums if Lyons Davidson were held 

liable). This potential conflict of interest put AXA at odds with the claimant’s interests. 

Known Infractions and Controversies: There is no public record (to date) of AXA being penalised for this 

specific case, but the dossier’s findings implicate AXA in regulatory non-compliance by proxy. If Lyons 

Davidson’s actions breached SRA or Data Protection rules, AXA’s tacit endorsement could draw scrutiny as a 

form of conspiracy or aiding and abetting. More broadly, AXA has faced regulatory action internationally – for 



example, an AXA subsidiary was fined in 2023 by Luxembourg’s regulator for anti-money laundering 

compliance failures  – demonstrating that even leading insurers are not immune to compliance lapses. In the 

UK, AXA is expected to adhere to FCA rules requiring fair treatment of customers; knowingly benefiting from a 

prolonged non-payment of a valid claim would violate the FCA’s Principle 6 (Customers’ interests) and ICOBS 

claims handling rules (which demand claims be handled “promptly and fairly”  ). There is no indication AXA 

disclosed its dual role to the claimant (as behind-the-scenes indemnifier), raising questions about transparency. 

Executives/Key Personnel: (See Key Individuals Dossier for any specific AXA executives relevant. At this stage, 

AXA’s involvement appears institutional rather than driven by a named individual; however, AXA’s claims and 

legal departments would have overseen the Lyons Davidson indemnity relationship. Any failure to act could be 

traced to those governance layers.) 

Allianz Insurance plc (Allianz UK) 

Overview: Allianz is a German multinational insurer with a major UK presence. In 2019, Allianz acquired a 

100% stake in LV=’s general insurance business, making it the effective underwriter behind many policies 

previously branded as LV=  . This joint venture and subsequent takeover added millions of UK customers to 

Allianz’s portfolio, while for a period the LV= brand was contractually maintained on certain products to ensure 

continuity. Allianz UK is regulated by the FCA and is bound by insurance conduct rules. 

Role in the Case: Allianz is at the centre of what the dossier terms a “fraudulent sale and branding scheme.” 

After the acquisition of LV= General Insurance, Allianz continued to use LV=’s name and infrastructure in 

claims handling – a fact not disclosed clearly to policyholders. The claimant’s policy (and others) were 

apparently still presented as LV= policies, while Allianz actually held the risk. This created confusion and 

allowed Allianz to deflect blame: when the claimant sought accountability, each entity could point at the other 

(LV= vs. Allianz), creating a liability shell game. The dossier cites this as prima facie fraudulent 

misrepresentation under the principles of Derry v Peek (1889) – because the insurers allegedly knew that 

representing LV= as “handling” the claim was misleading once control had passed to Allianz. 

Allianz’s group risk and legal teams were direct recipients of CS Imperium’s investigative bundle, given their 

ultimate responsibility. Instead of swiftly rectifying the situation, Allianz (to date) has remained silent, neither 

denying its coordination with LV= nor taking corrective action. Internal communications suggest Allianz issued 

directives behind the scenes during the claim, despite outwardly allowing LV= and Lyons Davidson to claim 

Allianz “was not involved”  . If true, Allianz orchestrated delays and decisions while shielding itself behind LV=’s 

front-facing role – a serious governance and ethical failure. 



Known Infractions and Controversies: Allianz globally has had its share of scandals (e.g. a US subsidiary’s fraud 

leading to a $6bn fine in 2022 ), but in the UK context, Allianz’s reputation has been relatively clean in retail 

insurance. However, failing to treat a claimant fairly and promptly is a direct breach of the FCA’s ICOBS 8.1 

rules and Principle 6 (TCF – Treating Customers Fairly)  . If Allianz indeed colluded to suppress claims, it risks 

regulatory sanctions and civil liability. Additionally, Allianz’s apparent acquiescence to false police reports 

(discussed later) could imply complicity in a potential perversion of justice, a criminal matter. The dossier 

highlights that Allianz’s behaviour undermines public trust – a key concern under SRA Principle 5 and FCA 

Principle 2 (Integrity). No specific enforcement against Allianz UK has yet occurred for this case, but these 

findings put Allianz in the crosshairs of multiple regulators if validated. 

Executives/Key Personnel: At the time of these events, Allianz UK’s leadership included CEO Jon Dye 

(succeeded by Colm Holmes in late 2021) and other executives who would oversee claims strategy. It is not 

known if top management directly authorised the contentious tactics or if they arose from mid-level managers. 

Oliver Wilson, who became LV= General Counsel in 2024 and thus a liaison to Allianz after the takeover, initially 

attempted a good-faith resolution (handshake agreement) but was “overridden and silenced” by higher 

authorities . This suggests that Allianz/LV= senior leadership (potentially the CEO or COO) reversed the course 

of settlement in favor of a hardline approach. Identification of those individuals is hindered by internal opacity, 

but Harry Hanscomb (COO of LV=, ex-military) and David Hynam (LV= CEO from late 2023) are likely aware or 

involved in decision-making – see their dossiers below. 

Liverpool Victoria (LV=) – Insurance Company and Friendly Society 

Overview: LV= (Liverpool Victoria) is a well-known UK mutual insurer, historically a friendly society. During 

2017–2019, LV= underwent significant changes, selling its general insurance division to Allianz in stages  . Even 

after the sale, the LV= brand continued to be used on general insurance products for a transitional period, and 

LV= personnel were still engaged in servicing those policies. LV= also had a unique relationship with Lyons 

Davidson: it held a non-voting shareholder stake in the law firm (Lyons Davidson) entitling LV= to dividends , 

and historically partnered with them in a joint venture to provide legal services to customers. LV= publicly 

ended that JV in 2017 citing lack of scale and “unsustainability” of the model  , but quietly retained Lyons 

Davidson in its panel for legal services, maintaining a close working relationship. 

Role in the Case: LV= played a dual (and conflicted) role. On one hand, LV= presented itself to the claimant as the 

insurer handling the claim (through branding and communications). On the other, after selling LV= General 

Insurance, LV= had ostensibly ceded control to Allianz. Nonetheless, evidence shows LV= executives continued 

to direct or influence the claim’s progress behind the scenes , creating a situation where LV= was both an actor 



and a bystander. Lyons Davidson staff indicated they needed instruction from LV= for certain decisions, despite 

LV= claiming Allianz was responsible – a contradiction that exemplifies the “continuity deception”  . 

Several LV= executives are specifically implicated: 

• David Hynam (LV= Chief Executive Officer) – Though he took the helm in 2023 (after much of the delay had 

occurred), under his leadership LV= did not reverse course. Instead, Hynam was never made available to 

discuss the matter or hear the grievance, despite repeated requests . The dossier suggests Hynam stood to 

financially benefit from keeping claim payouts low, as LV=’s performance and any pending sale or valuation 

could improve by suppressing liabilities . In fact, both Hynam and another executive, Samantha Preece, 

allegedly enjoyed bonuses and positive performance metrics during a period when legitimate claims like this 

were stalled . 

• Samantha Preece (Chief Brand & Communications Officer) – Preece emerges as a figure who breached data 

protection laws and then attempted to justify non-communication with the claimant. She forwarded a 

confidential dossier, sent by the claimant’s representative and marked with legal warnings, to unauthorized 

parties – an illegal data disclosure violating UK GDPR’s integrity and confidentiality principle (Article 5(1)

(f)) . This dossier contained sensitive personal and legal information. Preece did so while simultaneously 

telling the representative that she could not facilitate contact with any LV= director due to GDPR – a claim the 

investigation flatly refutes as misuse of GDPR. Indeed, “Preece’s claim that GDPR bars communication with a 

director—while she herself breaches GDPR” exemplifies the hypocrisy noted  . Preece also made public 

statements (e.g., on International Women’s Day) about transparency and integrity, which the dossier 

contrasts with her private conduct . Her actions potentially violate the Data Protection Act 2018 (unlawful 

processing and sharing of personal data) and could attract ICO fines. They also raise questions of professional 

ethics, as lying about GDPR to stonewall a claimant is neither lawful nor fair. 

• Harry Hanscomb (Chief Operating Officer) – Hanscomb, an ex-Army Lieutenant Colonel and COO at LV= since 

2021, is identified as the individual who filed or prompted a false police report against the claimant’s 

representative . This report came immediately after the representative escalated legal action, not after any 

actual threat – demonstrating retaliatory motive . The inquiry notes that Hanscomb’s report falsely 

characterized metaphorical and satirical remarks as physical threats, despite recorded evidence showing the 

representative’s tone was calm and professional . Furthermore, Hanscomb was observed trivialising the 

claimant’s plight (mocking the 78-year-old’s damaged car) and then abruptly terminating a meeting by 

walking out . Tellingly, after CS Imperium notified the Ministry of Defence about this behavior (given 

Hanscomb’s military background), Hanscomb’s LinkedIn profile was removed  – suggesting an attempt to 

avoid scrutiny. Such conduct violates not only FCA fairness principles but, if proven deliberate, could be 



criminal: filing a false police report to intimidate constitutes harassment and possibly perverting the course of 

justice . Hanscomb’s military record also brings into play the concept of “stolen valour” if any aspect of his 

conduct involved misrepresenting his service; at minimum, it reflects poorly on the ethical leadership at LV=. 

Known Infractions and Controversies: Beyond this case, LV= as an entity faced public controversy in 2021 over 

a proposed demutualisation and sale to private investors, which was ultimately blocked by member vote amid 

criticism of transparency and executive payouts. While not directly related, that episode showed a willingness 

by some in LV= leadership to proceed in ways that stakeholders felt betrayed member interests – paralleling 

how claimants’ interests might be subjugated to corporate interests. In terms of legal compliance: failing to 

produce data for over 2 years in response to a Subject Access Request (SAR) is a clear breach of the UK GDPR 

(Articles 12 and 15). The dossier notes Lyons Davidson (LV=’s agent) eventually sent a SAR response that 

contained nothing the claimant didn’t already have, indicating LV= and its agents withheld or destroyed data to 

avoid accountability  . This could violate Article 5(1)(e)&(f) (storage limitation and security/integrity) and 

Section 173 of the Data Protection Act 2018 (which makes it an offence to alter or destroy personal data to 

prevent disclosure). Moreover, using the police as a scare tactic contravenes the Protection from Harassment 

Act 1997 and potentially the Criminal Justice and Courts Act 2015 (which introduced offences for sending false 

information to cause annoyance or anxiety). LV= executives, by condoning these strategies, may face personal 

regulatory consequences (the FCA’s Senior Manager Regime holds executives accountable for misconduct in 

their area). 

Current Status: LV= is under intense scrutiny. The ICO has been alerted to potential data breaches, and the SRA 

has been notified regarding the involvement of solicitors in unethical practices. No formal penalties have been 

announced as of this writing, but LV= risks severe sanctions if regulators confirm these breaches – including 

multimillion-pound fines under GDPR (up to 4% of global turnover) and possible revocation of regulatory 

permissions by the FCA for egregious Treating Customers Unfairly. The situation has also damaged LV=’s 

reputation, raising alarms for its member governance (LV= is still member-owned on the life insurance side) 

about whether the culture espoused publicly (“members first”) is being honored in practice  . 

Lyons Davidson Solicitors Ltd 

Overview: Lyons Davidson is a national law firm headquartered in Bristol, providing a range of legal services 

with a focus on insurance law, personal injury, and volume legal services. Historically, Lyons Davidson enjoyed 

close partnerships with insurers: Liverpool Victoria was a shareholder (non-voting) in the firm , and Lyons 

Davidson ran the now-defunct “LV= Legal Services” venture from 2016-2017  . Lyons Davidson also has or had 

shareholding ties with other insurers (e.g. Zurich’s ZPC and Insure The Box) , reflecting a business model 

deeply integrated with insurance companies. While such arrangements can streamline claims, they also raise 



serious conflict of interest concerns: a law firm is ethically bound to act in the best interests of its client (in this 

case, ostensibly the claimant as the injured party under a legal expenses or claims service arrangement) or its 

instructing insurer, but being financially entangled with insurers can dilute its independence. 

By 2020, Lyons Davidson had suffered financial difficulties, posting significant losses (nearly £7m in one year) 

and undergoing restructuring . This precarious financial state may have made them more beholden to keeping 

insurer clients like LV= (and their new owner Allianz) satisfied at all costs. 

Role in the Case: Lyons Davidson was the solicitor firm appointed to handle the claimant’s injury claim, 

purportedly on the claimant’s behalf (through a legal expenses insurance or similar arrangement). In reality, 

Lyons Davidson acted more like the insurers’ shield. Key actions by Lyons Davidson include: 

• Obstruction and Delay: The firm failed to advance the claim or respond substantively to the claimant’s queries 

for over 2.5 years. Call logs and correspondence show a pattern of ignoring communications and delaying any 

progress on settling the claim. This protracted inaction directly benefited the insurers (money not paid out, 

interest saved) at the expense of the injured client – a potential breach of the Solicitors’ Code (duty to act in 

client’s best interest) and likely negligence. 

• Gatekeeping and Denial of Escalation: Lyons Davidson assigned a junior solicitor (referred to as Ms Khan) 

who had no authority to agree anything, yet all requests to speak to someone with real decision power were 

rebuffed  . This suggests Lyons Davidson intentionally kept the claimant isolated from insurer management, 

functioning as a buffer to prevent direct complaints or settlements. Emails indicate Lyons Davidson would not 

connect the claimant’s side to LV= or Allianz executives, possibly under instruction not to, which contradicts 

their duty to be transparent about who holds the purse strings. 

• Coercive Offer to Drop Representation: In an incident of extraordinary impropriety, Lyons Davidson offered 

the vulnerable 78-year-old claimant £500 in exchange for dismissing his son as his lay representative. This 

“offer” came with an implied threat: if the claimant did not accept, Lyons Davidson would withdraw legal 

support for his claim, leaving him on his own. £500 is a derisory sum given the likely value of a catastrophic 

injury claim, and the condition – removing the one person fiercely advocating on his behalf (his son, who 

engaged CS Imperium) – was clearly designed to silence whistleblowing and break the claimant’s resolve. The 

dossier labels this as exploitation of a vulnerable client, noting it could amount to ill-treatment or willful 

neglect of a vulnerable adult, contrary to Section 44 of the Mental Capacity Act 2005. It also raises 

professional misconduct flags: solicitors must not act in conflict of interest or exert undue influence on clients. 

Here Lyons Davidson appeared to side with the insurer’s interest (wanting the vocal representative gone) 

against its own client’s interest in support – a grave conflict. 



• Data Suppression and SAR Non-compliance: Lyons Davidson was responsible for responding to the claimant’s 

Subject Access Request (SAR) for all personal data held about him. They delayed over two years before 

responding , far exceeding the statutory 1-month timeframe (even with extensions). When a response was 

finally forced (likely under threat of ICO action), it contained no useful information – implying that Lyons 

Davidson either withheld documents or had none, suggesting prior deletion or non-collection of critical 

records . Notably, emails and correspondence that the claimant knew existed were not included, confirming 

that Lyons Davidson did not meet its data transparency obligations. This not only violates data protection law 

but also indicates Lyons Davidson’s intent to avoid creating discoverable evidence of their collusion and 

mishandling. 

• Collusion with Other Firms: The investigation uncovered evidence of Lyons Davidson sharing information 

covertly with other involved firms. A “Bavarian Meal Test” – a strategic metadata trace – showed that 

documents or emails related to the claim traveled between Lyons Davidson and third parties (like Allianz or 

Womble Bond Dickinson) despite those parties officially claiming no involvement . In other words, Lyons 

Davidson was secretly coordinating with Allianz’s and LV=’s other lawyers. This undermines the claimant’s 

case (since his solicitor was effectively informing the opposition) and could breach confidentiality rules. It 

also belies any claim that Allianz was separate – showing a tightly-knit collusion. 

Past Controversies: Lyons Davidson’s financial troubles have been public since around 2017 . The firm has not 

been publicly disciplined by the SRA in recent years (no known tribunal cases), but the lack of public 

complaints may itself be due to the very suppression tactics seen here (clients unaware or unable to challenge 

their solicitor). LV=’s own statement in 2017 that the Lyons Davidson venture was not sustainable is telling – 

yet LV= continued to use them, possibly because a financially weak firm would be compliant. Lyons Davidson did 

win industry awards in the past and projected an image of innovation in claims handling, but internally it 

appears to have been engaging in dubious practices to keep insurer clients happy. If the allegations here are 

upheld, Lyons Davidson could face SRA sanctions up to strike-off (for individuals) or huge fines, and civil 

liability for professional negligence and breach of fiduciary duty to its client. 

Key Personnel: 

• Mark Savill – Managing Director of Lyons Davidson. He led the firm during the LV= joint venture and through 

its financial difficulties. Savill publicly praised the LV= partnership’s “positive feedback”  even as it ended; he 

would have overseen the strategy on dealing with LV= GI claims post-sale. If Lyons Davidson’s approach to 

this claim was to deliberately delay or low-ball under insurer influence, it likely had tacit or direct approval 

from top management. No evidence suggests Savill intervened to correct the misconduct. 



• Solicitor “Ms Khan” – The front-line handler of the claim at Lyons Davidson’s side. Likely a junior or mid-level 

solicitor, possibly in Lyons Davidson’s Bristol office. She followed orders to not escalate the claim and became 

the face of non-responsiveness. While probably not acting on her own initiative, her name is noted as the one 

who communicated (or failed to) with the claimant. Depending on her seniority and awareness, she could face 

individual accountability for professional incompetence or misconduct, though the larger fault lies higher up. 

• Other Lyons Davidson Staff – Emails indicate involvement of other personnel (initials like S. Dhal or J. Hollis 

appeared in metadata of internal docs), potentially in compliance or admin roles preparing responses. Also, 

Lyons Davidson’s Compliance Officer for Legal Practice (COLP) should have been aware of a two-year SAR 

delay – a serious compliance breach. Identifying that person (often a senior partner) will be part of follow-up 

investigations. 

Womble Bond Dickinson (UK) LLP 

Overview: Womble Bond Dickinson (WBD) is a transatlantic law firm with offices across the UK, including 

Bristol. It is a full-service firm with a significant insurance and commercial litigation practice. Notably, WBD has 

in recent years been embroiled in one of the UK’s largest legal scandals: the Post Office Horizon IT scandal. WBD 

(formerly Bond Dickinson) was the Post Office’s longtime adviser and has been accused in a public inquiry of 

abetting the wrongful prosecution of sub-postmasters by advising the Post Office to withhold evidence of IT 

flaws and to take an uncompromising stance  . For example, a WBD partner, Andrew Parsons, told the Post 

Office not to apologize or admit fault when accounting errors (from the faulty Horizon system) were found, 

counseling a “cold, procedural approach” . Internal emails from 2013 show WBD suggesting ways to avoid 

disclosure of problems . This culture of aggressive defense and ethical flexibility contextualizes WBD’s approach 

in the current case. 

Role in the Case: Womble Bond Dickinson became involved when the dispute escalated in early 2025. After the 

claimant’s representative (from CS Imperium) sent a detailed letter on April 17, 2025 outlining the alleged 

misconduct and legal breaches, LV= engaged WBD – specifically a solicitor named Ms Rashmita Roy Chowdhury 

– to respond. Chowdhury is an associate in WBD’s commercial disputes team in Bristol. Her involvement marks 

a turning point: whereas previously Lyons Davidson was stonewalling behind the scenes, now WBD stepped in 

as external legal counsel for LV= (and Allianz), presumably to manage the crisis. 

Chowdhury’s actions, on behalf of WBD, are severely criticised in this dossier: 



• She issued an 18-page response letter on April 30, 2025, which ignored the substantive evidence of fraud and 

breaches and instead focused on a few provocative phrases in the representative’s correspondence  . 

Specifically, Chowdhury seized upon an AI-generated piece of satire (mistakenly included in the 

representative’s materials and clearly labeled as AI-generated) that contained outlandish lines like “I’ll burn 

you all” and hyperbolic metaphors  . Chowdhury portrayed these satire quotes as “threats” from the 

representative, omitting the context that they were from an AI (Grok) and not authored by him  . This was a 

deliberate mischaracterisation – effectively a smear – intended to justify involving the police. 

• According to her letter, Chowdhury or her client filed police reports based on these supposed threats . The 

dossier analyzes two scenarios: if Chowdhury indeed filed a report, it was a false report aimed at intimidation, 

breaching criminal law and SRA ethical principles. If no report was actually filed (and the claim was a bluff), 

then she fabricated the existence of a police report, which is equally egregious as a tactic to chill the 

claimant’s advocacy. In both cases, WBD’s conduct is portrayed as SLAPP-like: using legal processes (or the 

specter of them) to bully and silence. The representative never received any police contact or reference, 

supporting the inference that this was either a baseless report or a fabrication. 

• Chowdhury’s letter also misrepresented phrases like “professional suicide” (used by the representative to 

warn the insurers that persisting in cover-ups would ruin their careers) as literal violent threats. This 

twisting of words – when recordings and the full context were readily available – shows WBD’s strategy of 

semantic diversion: focus on tone and wording controversies to distract from the actual allegations of fraud 

and data abuse. The dossier explicitly notes that Chowdhury “spent two weeks focusing on semantics… while 

ignoring the claimant’s substantive allegations”. Those allegations included the branding deception, Preece’s 

GDPR breach, Wilson’s silenced settlement attempt, and Hanscomb’s false report – none of which WBD 

rebutted. 

• Moreover, Chowdhury’s approach lacked professional courtesy. She did not reach out to clarify the intention 

behind any arguably intemperate phrases before running to authorities. This runs contrary to normal 

professional conduct where lawyers might seek to diffuse misunderstandings. The dossier even includes a 

reproach: “Tell me, Ms. Chowdhury — do you know of any other solicitor in the UK who has filed two criminal 

reports in response to one legal letter?”   – underscoring how extreme and unprecedented WBD’s actions 

were. 

In summary, WBD’s role was to neutralize the threat posed by the claimant’s whistleblowing representative. 

Rather than advise their client to address the issues, WBD chose to attack the messenger. This reflects the 

worst instincts of a SLAPP suit, here not even through a lawsuit but via police and character assassination. By 

doing so, WBD potentially violated multiple SRA Principles: Principle 1 (uphold the rule of law) – turning legal 



process into a weapon undermines the rule of law; Principle 2 (integrity) – misrepresenting facts to police and 

in correspondence is dishonest; Principle 5 (public trust) – such conduct erodes trust in the legal profession. 

Should a complaint be raised, the SRA could investigate WBD and the solicitors involved for misconduct. 

Known Infractions and Culture: As mentioned, WBD’s involvement in the Post Office scandal is a glaring 

indicator of its corporate culture in high-stakes matters. WBD lawyers there have been accused in the public 

inquiry of suppressing evidence and enabling wrongful prosecutions  . One press report revealed WBD advised 

the Post Office to “hide incriminating evidence” of the IT system faults . Partners Stephen Dilley and Andrew 

Parsons admitted on record that they were “torn apart” at the inquiry for their roles . This demonstrates a 

pattern: WBD, when defending powerful clients, has crossed ethical lines. It’s relevant because the tactics (deny 

problems, stonewall disclosures, intimidate opponents) are strikingly similar. 

No public disciplinary action against WBD from the Post Office case has yet occurred (the inquiry is ongoing), 

but reputationally WBD has been severely tarnished in legal circles . This CS Imperium dossier will likely add to 

calls for scrutiny. 

Key Personnel: 

• Rashmita Roy Chowdhury – Associate solicitor at WBD Bristol, dual-qualified in England and India. She 

became the voice of LV=/Allianz’s legal position in April 2025. Given her mid-level status, it’s probable she 

acted under instruction from WBD partners and the client. Nonetheless, she signed letters that may 

constitute professional misconduct. She holds SRA ID 839193 and should be aware of her duties. Her conduct 

is a focal point of the complaint to the SRA. 

• WBD Supervising Partners – It’s unlikely an associate would single-handedly decide to accuse opposing 

counsel of being a “pyromaniac” or involve police. Likely, one or more partners at WBD oversaw this matter. 

WBD’s insurance litigation partners in Bristol (names like Andrew Parsons, Stephen Dilley, or others) might 

have had a say or at least knowledge. Identification of the exact chain of command at WBD is pending but will 

be sought in any formal proceedings. 

DAC Beachcroft LLP 

Overview: DAC Beachcroft is a large international law firm known for its insurance defense and professional 

liability practice. Headquartered in London with a significant office in Bristol, DAC Beachcroft frequently 

represents insurance companies and professional firms (including defending other solicitors in negligence or 

disciplinary matters). In this saga, DAC Beachcroft appears to have been engaged as a specialist counsel, likely 



by Lyons Davidson’s indemnity insurer (AXA) or directly by Lyons Davidson, when the possibility of regulatory 

action and a class-action claim emerged. 

Role in the Case: DAC Beachcroft’s involvement became evident around April 2025, parallel to WBD’s. The 

dossier references a “Letter to Luke Trotman – 25 April 2025” from DAC Beachcroft’s Bowden, indicating that 

DAC Beachcroft contacted the claimant’s representative (Luke Trotman of CS Imperium). This suggests DAC 

Beachcroft was representing either: 

• Lyons Davidson in responding to allegations of misconduct (e.g., an SRA investigation or a direct complaint 

letter), and/or 

• AXA (as the indemnifier) coordinating the response to potential claims against Lyons Davidson. 

In either case, DAC Beachcroft’s mission was to protect the legal and financial interests of the law firm (and 

indirectly the insurers) once the conflict had escalated beyond routine claim handling. 

The dossier implicates an individual, “Bowden”, at DAC Beachcroft: 

• Bowden is likely a solicitor in DAC Beachcroft’s Bristol office. (An Emma Bowden and Tyler Bowden are 

solicitors in that office’s insurance group.) This person authored at least one letter that aggravated the 

situation by obstructing advocacy. For example, Bowden may have warned the claimant’s side against 

contacting certain people or pursued a hard line denying wrongdoing, thereby further stonewalling 

resolution. The exact content of Bowden’s April 25 letter isn’t fully excerpted, but it is cited as evidence of 

coercive tactics in coordination with WBD and Lyons Davidson. It likely mirrored WBD’s stance – dismissing 

the claimant’s complaints and possibly threatening costs or consequences if the complaints continued. 

Key aspects of DAC Beachcroft’s involvement: 

• Coordinated Defense Strategy: The dossier notes “Bristol-based Lyons Davidson, LV=, WBD, and DAC 

Beachcroft coordinated coercive tactics, exploiting local networks”. All these entities have a presence in 

Bristol, suggesting in-person or close collaboration. DAC Beachcroft likely liaised with Lyons Davidson’s 

principals to craft a united front, aligning legal arguments with WBD to ensure neither the insurer nor the law 

firm admitted fault. This shows collusion across firms that normally might be separate – here united by the 

common goal of defeating the claimant’s challenge. 



• Focus on Liability Containment: DAC Beachcroft’s expertise would be in containing legal liability. We see this 

in the classification of the misconduct under specific legal rubrics. For instance, the dossier segment 

referencing DAC Beachcroft appears in Section 4 – Fraud by Abuse of Position, implying DAC Beachcroft’s 

actions (or inactions) are being evaluated under fraud principles for allowing the abuse of a position of trust 

(solicitor to client). If DAC Beachcroft advised Lyons Davidson to continue minimal engagement or even 

supported the £500 drop-representation offer, they could be seen as furthering an abuse of trust. 

• Regulatory Response: It’s likely that once CS Imperium threatened to involve the SRA and other regulators 

(as evidenced by the strong warnings in the bundle’s intro about escalation  ), Lyons Davidson’s side brought 

in DAC Beachcroft to handle that fallout. DAC Beachcroft might be preparing Lyons Davidson’s defense in an 

SRA inquiry and trying to mitigate evidence. Indeed, any delay in SAR compliance or alteration of records 

around the time DAC Beachcroft came in could be suspect – were they advising on what had to be disclosed? 

The dossier references “SRA DAC Beachcroft.pdf” in context of evidence where, for example, “AXA, as Lyons 

Davidson’s indemnifier, allowed misconduct to avoid MIB liability” (source: SRA DAC Beachcroft.pdf) and “the 

claim neglect exacerbated his condition” (source: SRA DAC Beachcroft.pdf, p.3). This suggests the CS 

Imperium team had access to some DAC Beachcroft communications or filings (perhaps a reply to the SRA or 

insurer summarizing their position), which they quote to highlight contradictions or admissions. Essentially, 

DAC Beachcroft’s own statements are being used as evidence of wrongdoing. 

Known Infractions and Reputation: DAC Beachcroft, unlike WBD, has not been splashed in headlines for 

scandal. It is, however, known in the legal community as a staunch defender of insurers’ interests – sometimes 

criticized by claimant lawyers for overzealous defenses. For instance, DAC Beachcroft has proudly publicized 

successes in defeating or minimizing claims, including fighting “fundamentally dishonest” claimants . There is 

nothing inherently wrong with that when fraud is genuine; however, the culture of seeing claimants as 

adversaries can become toxic if extended to legitimate claimants. Here, DAC Beachcroft’s potential infraction is 

aligning with conduct that crosses from zealous defense into fraud and obstruction. If it can be shown that DAC 

Beachcroft knowingly participated in a strategy to suppress evidence or intimidate an opposing party, they 

could face serious professional consequences. They might argue they were just advocating for their client 

(Lyons Davidson/AXA), but professional rules do not permit a solicitor to mislead or to facilitate a client’s 

unlawful behavior. DAC Beachcroft should have counseled compliance (e.g., advise Lyons Davidson to honor 

SAR duties and not to bribe the client). Failure to do so – or worse, actively furthering the suppression – could 

be seen as professional misconduct. 

Key Personnel: 



• Solicitor “Bowden” – Identified as the author of correspondence from DAC Beachcroft. If this is Emma Bowden 

(a junior solicitor in Bristol admitted 2023) or Tyler Bowden (assistant solicitor, 6 years PQE), it’s unusual for 

someone so junior to take point. Possibly a more senior solicitor (or partner) was instructing and the Bowden 

name was on the letterhead. We will treat “Bowden” as the DAC Beachcroft lawyer of record in this matter, 

whose actions (threatening the claimant’s rep, denying wrongdoing) are under review. 

• DAC Beachcroft Partners – Likely overseeing is a partner in the Professional & Commercial Risk or Insurance 

team. Given the sensitivity, perhaps the Head of Insurance Litigation in Bristol or a senior Professional 

Indemnity partner was involved. Their identities will be pursued if an SRA case opens, to establish who at 

DACB authorized strategies such as denying the rep access or attempting to discredit him. 

• AXA Liaison – If DAC Beachcroft was brought in through AXA, an AXA claims/legal manager would have 

instructed them. That person’s decisions (to fight rather than settle or disclose) tie AXA further into 

accountability. 

Interim Conclusion on Parties: Collectively, these organisations formed a web of collusion. By leveraging 

corporate relationships (ownership, indemnities, contracts), they presented a united front to delay, deny, and 

defend: 

• LV= and Allianz exploited a corporate rebranding to confuse responsibility while reaping financial gains from 

unpaid claims. 

• Lyons Davidson betrayed its client to serve those insurers, engaging in unethical coercion and data hiding. 

• Womble Bond Dickinson weaponised the legal process to silence exposure of the scheme. 

• DAC Beachcroft aided in stonewalling and shielding the culpable from regulatory heat. 

• AXA provided the insurance safety net that empowered Lyons Davidson’s intransigence, preferring a covert 

approach over integrity. 

Each actor’s profile reinforces the others’ – none of this could succeed if even one player chose transparency 

over complicity. The following timeline synthesises how their actions unfolded over time. 



Timeline of Key Events and Incidents 

2017: LV= launches and then shuts down “LV= Legal Services” with Lyons Davidson, declaring the venture 

“required scale and significant investment” to be sustainable  . LV= retains a financial stake in Lyons Davidson 

and continues using the firm for legal services, despite calling it “financially unsustainable.” 

2018-2019: LV= enters partnership talks with Allianz. Allianz acquires 49% of LV= General Insurance (GI) in 

2017, then the remaining 51% in 2019  . Allianz also acquires other UK insurers, becoming the #2 general 

insurer in the UK . As part of the transition, Allianz agrees to use the LV= brand for a period on existing policies, 

meaning customers and claimants see no outward change even though Allianz is now the insurer in substance. 

• Implication: Millions of policyholders (the dossier says “5 million”) are unaware of the change, a potential 

Derry v Peek misrepresentation scenario if not properly communicated. 

Mid-2019 – 2021: “Continuity Deception” period. Lyons Davidson continues handling motor claims branded as 

LV=. Internally, Lyons D likely knows Allianz is the client behind the scenes. No clear notice is given to 

claimants that their insurer is now Allianz. LV= still issues directives on claims, despite supposedly having sold 

the business. This period lays the groundwork for confusion and denial of liability (“that’s not our policy – refer 

to other company”). 

Early 2022: The claimant (Mr. T, 78) is severely injured in a lorry accident (collision). The at-fault party’s 

insurance situation triggers involvement of LV=/Allianz. Lyons Davidson is assigned as the solicitors to handle 

his personal injury claim, likely under the motor legal protection of the policy or via the at-fault insurer’s claims 

process (details sealed, but Lyons D effectively acts as the interface). 

• The claimant’s son (Luke T.) begins assisting his elderly father and is quickly frustrated by lack of progress. 

2022 – 2023: Prolonged Delay and Stonewalling. For over two years, Lyons Davidson takes minimal action on 

the claim: 

• Repeated phone calls and emails from the claimant or son are not returned or answered with vague excuses. 

• No interim payments or rehabilitation assistance are provided, despite the severe injuries (which include 

PTSD and neurological damage to the elderly claimant, as later documented). 

• LV= (Allianz) does not proactively reach out; the case seems to languish intentionally. The claimant’s 

suffering (physical and mental) is compounded by financial strain and uncertainty. 



• During this time, customer reviews from other clients (2020-2025) appear, citing similar experiences of 

Lyons Davidson and insurers delaying or low-balling claims, suggesting this is a pattern, not an isolated case. 

Mid-2022: The claimant (or son on his behalf) submits a Subject Access Request (SAR) to Lyons Davidson, 

seeking all data on the case. Under GDPR, a response was due within one month. Lyons Davidson fails to comply, 

effectively ignoring the SAR for months, then years . 

Late 2022: Sensing bad faith, the claimant’s son formally appoints himself as his father’s representative in 

communications. Lyons Davidson’s team (Ms Khan) begins to show irritation with his persistent inquiries. 

• Lyons Davidson’s £500 Gambit: At some point in late 2022 (or early 2023), Lyons Davidson solicitors offer 

£500 to the claimant if he will agree to drop his son as his representative. This presumably occurs in a phone 

call or meeting, and the offer is possibly couched as “We can expedite a small payout for inconvenience if you 

cease involving your representative.” The claimant refuses, recognising the attempt to isolate him. 

Early 2023: The claim still going nowhere, the claimant’s son escalates complaints: 

• Complaints are lodged with LV= customer relations – met with silence or deflection (“the matter is with our 

solicitors, we can’t interfere”). 

• Attempts to contact Allianz (since he discovered Allianz’s role) are redirected or ignored, as Allianz says 

“speak with LV= or Lyons Davidson,” thereby bouncing between entities. 

• A complaint to the Information Commissioner’s Office (ICO) about the unfulfilled SAR is likely initiated around 

this time. (The ICO typically gives the data holder a final chance to comply). 

Mid 2023: Lyons Davidson SAR response: Facing pressure, Lyons Davidson finally sends a response to the SAR. 

It contains nothing beyond what the claimant already had – effectively no internal emails, no claim file notes, 

nothing revealing . This confirms suspicions of a cover-up: either they did not search properly or deliberately 

withheld/destroyed records. The response letter likely claims “we have provided all data held,” which the 

claimant’s side knows is false. This is logged as a GDPR breach (Article 15 failure). 

Late 2023: The father’s condition worsens with the stress and lack of resolution. The son, now deeply 

concerned, engages CS Imperium (an intelligence and legal consultancy) for help. Together, they compile 



evidence of the mishandling: call logs, copies of correspondence, timelines, and they research the background 

corporate links (Allianz-LV= sale, LV=’s stake in Lyons D, etc.). 

• Change in LV= Leadership: David Hynam becomes LV= CEO in late 2023, but he is unresponsive to outreach. 

The son attempts to contact Hynam’s office directly in hopes that a new CEO will rectify such a blatant 

customer injustice. Instead, he’s met with intermediaries (likely Preece’s Comms team) who do not permit 

any direct dialogue, citing corporate policy and at one point falsely invoking GDPR as a barrier . 

• Early 2024: Armed with preliminary findings, CS Imperium increases pressure: 

• A comprehensive letter of complaint/legal claim is drafted to Lyons Davidson, LV=, Allianz, and relevant 

oversight bodies. It details the delays, the suspected reasons (the sale, conflicts of interest), and warns of legal 

action for fraud and negligence if the matter isn’t corrected. 

• Regulatory notifications: Possibly SRA and FCA are blind-copied or copied to put the parties on notice. 

Mid 2024: Lyons Davidson (finally) offers to settle liability? There is an indication that at some point the 

insurers might have admitted liability for the accident itself (since it was likely clear-cut). However, even if 

liability is admitted, they stall on quantum (compensation amount) and procedure. Alternatively, they may still 

be in denial/limbo. No meaningful settlement is offered. 

• Metadata Trap – “Bavarian Meal”: Suspecting that Lyons Davidson is sharing his correspondence with third 

parties without disclosure, the claimant’s representative plants a unique phrase or marker in one of his 

communications (e.g., a reference to an obscure “Bavarian meal”). Later, through a Data Subject Access 

Request to Allianz or LV=, or via other means, he finds that exact phrase appears in their internal 

communications, proving Lyons Davidson forwarded his letter to Allianz/LV=. This is the so-called Bavarian 

Meal Test, confirming inter-firm metadata flow . Now he has hard proof of behind-scenes coordination. 

Late 2024: Sensing possible legal liability, Allianz/LV= bring in their General Counsel, Oliver Wilson (who joined 

in 2024 as GC ). On 2 April 2025, Oliver Wilson meets or calls the claimant’s representative. 

• Oliver Wilson’s Handshake (2 April 2025): In what appears to be a breakthrough, Oliver informally agrees 

that the claim has been mishandled and promises to prioritise its resolution. This “handshake agreement” is 

understood by the claimant’s side as LV=/Allianz finally committing to do right. 



• It’s possible Oliver intended to settle quickly and quietly, realising the exposure. However, after this meeting, 

something changes. The dossier notes Oliver’s agreement was “overridden and [he was] subsequently 

silenced.” . Likely, other executives (Hynam or Hanscomb) or lawyers (perhaps WBD) stepped in and vetoed 

the settlement, fearing admission of guilt or establishing precedent. Oliver Wilson then disengages from direct 

communication, possibly instructed not to deal further with the claimant. 

9 April 2025: Letter from WBD’s Chowdhury (Letter 1). Womble Bond Dickinson enters the fray. Chowdhury 

sends a letter (likely on this date, as the dossier references an April 9 letter) to the claimant’s representative. 

In it: 

• She likely disputes the “professional suicide” comment, warning such language is unacceptable. 

• She may deny wrongdoing in broad terms and insist that her clients (LV=) have acted appropriately. 

• This letter sets a combative tone and doesn’t address key questions; it might hint that further inappropriate 

communications will be met with action. (This is gleaned since the April 30 letter refers back to an April 9 

letter mischaracterising a phrase ). 

17 April 2025: The claimant’s representative sends a 36-page dossier/letter to all parties (essentially a 

precursor to this full dossier), laying out evidence of fraud, GDPR breaches, and claim suppression  . This 

comprehensive document likely includes: 

A timeline of events, 

• Legal analysis citing laws and precedents being breached, 

• Documentary evidence (call transcripts, emails, the Bavarian Meal metadata result, etc.), 

• And a clear ultimatum: address these issues or face legal and public consequences. 

• Included in the 700+ pages of enclosures is an AI-generated satire piece (perhaps as an appendix) that 

mimicked an aggressive “letter” to the insurers. It was clearly labeled as AI output for illustrative purposes. 

This would later be cherry-picked by WBD. 

Late April 2025 – Retaliation Peak: 



• 25 April 2025: DAC Beachcroft’s letter (Bowden) to Luke Trotman. This likely responds to the 17 April 

dossier. Bowden’s letter may: 

• Dismiss many allegations, 

• Refuse direct engagement on points of fraud (“we see no evidence of this” etc.), 

• Possibly threaten that if the representative continues to contact their client’s personnel (like trying Hynam 

or others), they will seek injunctions or involve authorities. (Essentially a shut up or else letter). 

• It might also formally state that all further communications should go via DAC Beachcroft (trying to cut off 

direct dialogue with LV= or Allianz). 

• The letter might accuse the representative of unprofessional conduct in some manner, echoing WBD. 

• Critically, from the dossier’s perspective, this letter is considered as evidence of aggravating the situation and 

further coercion/obstruction. For instance, it may imply the father’s claim could be dropped entirely if the 

advocacy doesn’t tone down, etc., thus adding to the pressure on the vulnerable claimant (hence potentially 

violating the spirit of elder abuse protections). 

• 30 April 2025: WBD’s second letter (Chowdhury) to Luke Trotman. This is the notorious letter that: 

• Asserts that the representative’s 17 April dossier contained “threats” which have been reported to the 

police  . 

• Quotes lines from the AI satire (“I’ll burn you all”, “defiance means annihilation”, “Hynam soiled himself”) out 

of context as if they were literal and from the representative  . 

• States that such language is unacceptable and presented as evidence of the representative being a danger. 

• Possibly informs that two police reports have been filed (one presumably after the April 9 letter and one after 

the April 17 letter). 

• Does not provide any crime reference number or specifics (which the representative later notes, pointing to 

bad faith). 



• Ignores the substantive claims of fraud, data breach, etc. entirely – zero rebuttal on those points. 

• May include a warning that further communication should be through lawyers (or that they will not respond 

if it contains such content). 

• The tone is likely formal, accusatory, and intended to put the representative on the defensive. 

• In reaction to WBD’s letter: The representative is not contacted by police, confirming either no report was 

made or it was dismissed as unfounded. He requests proof of any police report (like a reference number) from 

Chowdhury; she does not provide any. 

Early May 2025: CS Imperium assesses the situation: 

The claimant’s side prepares counter-responses highlighting that Chowdhury’s escalation is baseless and itself 

unethical. The excerpt in the dossier (the rhetorical questions to Ms. Chowdhury about filing police reports over 

a letter  ) appears to be from a draft reply or internal memo titled “Reject Chowdhury’s Irresponsible Claims”. 

• They also compile legal complaints: 

• A formal complaint to the SRA regarding Lyons Davidson, naming solicitors and detailing breaches of conduct 

(and possibly including WBD’s role). 

• A report to the ICO enumerating the GDPR breaches (SAR failure, unlawful data sharing by Preece). 

• Notification to the FCA and possibly Action Fraud or City of London Police about the suspected insurance 

fraud (the sale deception and claim suppression). 

• Outreach to MPs or regulatory heads given the mention of “Parliamentary Committees” escalation . 

• Public and MoD Alerts: The representative, noting Hanscomb’s ex-military status and apparent misuse of that 

credibility, contacts the Ministry of Defence (MoD) or related military oversight, reporting that a former 

officer now in industry is engaged in dishonourable conduct (false reports, etc.). This is partly why 

Hanscomb’s profile vanished, as mentioned . 

Mid 2025: Present state. The claim itself is still unresolved – no compensation paid yet. However, the matter has 

now expanded to potential multi-front legal action: 



• A possible civil suit for the underlying personal injury and for damages caused by the delayed payment 

(worsening health, etc.). Also, possibly claims of breach of contract and fiduciary duty against LV=/Allianz for 

mishandling the claim service. 

• A potential Fraud Act 2006 claim (Section 4: abuse of position) and/or a conspiracy to defraud allegation, 

given the concerted effort to deprive the claimant of rightful funds. 

• Complaints lodged or in preparation for every relevant regulator (ICO, SRA, FCA). 

• The press may have been tipped off, but thus far there’s no media coverage as the investigation was keeping 

things under wraps pending this dossier. 

The evidence cache includes: 

• Audio recordings of meetings (e.g., Hanscomb’s meeting where he mocked the car and stormed off ). 

• The metadata analysis demonstrating the secret coordination. 

• Internal documents from the involved firms (some references suggest that CS Imperium obtained internal 

emails – possibly via SARs to Allianz or by other whistleblowers). 

• Chronologies of contact attempts and responses (or lack thereof). 

• Legal research memos citing precedents like R v Cotter (false police report is perverting justice)  , R v 

Hopkins (applying elder neglect in context), etc., to support the case. 

Going Forward: CS Imperium signals that if the parties do not meaningfully address the claim and the 

misconduct: 

• They will escalate to Serious Fraud Office (SFO) on grounds of a systemic fraud (especially if it involves 

multiple victims beyond this case)  . 

• They will engage with Parliamentary Committees (e.g., Treasury Committee or Justice Committee) to prompt 

inquiries into insurance practices and SLAPP misuse . 



• A press expose is prepared (see Press Briefing in Appendix) to bring public attention, which often spurs 

regulators to act. 

This timeline demonstrates how initially subtle tactics (a slow-pay strategy) escalated to overt oppression once 

exposed. It underscores the malice and coordination at play, reinforcing the need for accountability. 

Legal and Regulatory Analysis 

The actions described in this case span a broad swath of legal and regulatory domains. Below is an analysis of 

the key infractions through the lens of UK law, case precedent, and regulatory rules: 

Data Protection and Privacy Breaches 

Subject Access Request (SAR) Non-Compliance: Under the UK GDPR and Data Protection Act 2018, an 

individual has the right to access their personal data held by an organisation (Article 15 GDPR). A response is 

generally required within one month. Lyons Davidson’s 2+ year delay in fulfilling the SAR is a blatant breach . 

When they finally responded, the omission of any meaningful data suggests either destruction of data or willful 

withholding, violating the GDPR’s principles of transparency and accountability. Article 5(1)(f) GDPR 

specifically mandates that personal data be processed in a manner that ensures security and prevents 

unauthorized disclosure. Preece’s forwarding of the confidential dossier to third-parties without consent is a 

violation of this security/integrity obligation . It also likely breached Article 5(1)(b) (purpose limitation), since 

data given for one purpose (claim handling) was used for another (circulating internally to discredit or 

strategise) unrelated to the original purpose and without legal basis. 

The Data Protection Act 2018, Section 170 makes it an offence for a person to knowingly or recklessly obtain or 

disclose personal data without the consent of the data controller. If Preece or Lyons Davidson knowingly 

distributed the claimant’s personal data (medical info, the CS Imperium dossier, etc.) outside of the authorised 

circle, they could be criminally liable under this section  . Furthermore, any attempt by the firms to suppress or 

destroy data to avoid disclosure (for example, deleting internal emails once a SAR or legal claim was 

anticipated) would constitute an offence under Section 173 DPA 2018 (destroying or falsifying data to prevent 

disclosure). 

The ICO has the power to issue hefty fines for GDPR infringements – up to £17.5 million or 4% of annual global 

turnover, whichever is higher. While typically fines at that scale are for mass consumer data breaches, wilful 

denial of data subject rights and obstruction could attract significant penalties. The ICO also often requires the 

offending organisation to remediate practices. In this case, Lyons Davidson (and LV=, as data controller for 



insurance data) face reputational damage and fines if the ICO finds against them. Notably, their behaviour 

strikes at trust in the system – the claimant was entitled to see what was going on with his data, and being kept 

in the dark aided the cover-up of the collusion. This is precisely the kind of “lack of accountability” GDPR was 

meant to prevent. 

Breach of Confidence and Privilege: The dossier’s content was marked legally privileged and confidential. By 

sharing it around, LV=’s Samantha Preece and others not only breached data protection law but also common 

law confidentiality. Under Coco v A.N. Clark (Engineers) Ltd [1969] RPC 41, information imparted in 

circumstances importing an obligation of confidence should not be misused or disclosed without permission. 

The CS Imperium bundle carried clear labels of privilege and restricted use  . Preece forwarding it internally 

(and who knows to whom else) could found a claim of breach of confidence. Additionally, if Lyons Davidson or 

LV= attempted to use any of that privileged info to their advantage (rather than addressing the issues through 

proper channels), it may violate the court’s expectation of without-prejudice negotiations. 

ICOBS – Use of Personal Data in Claims: The FCA’s Insurance Conduct rules (ICOBS) also touch on data: insurers 

must provide appropriate information and handle claims fairly – which includes not misusing personal data to 

the detriment of the policyholder. By using the claimant’s own correspondence against him (twisting it) and not 

using his data for the purpose of progressing his claim, Allianz/LV= arguably violated the spirit of fair 

processing under regulatory standards. 

Fraud and Misrepresentation 

Fraudulent Misrepresentation (Branding and Continuity Deception): The retention of LV= branding post-Allianz 

takeover and the coordinated denial of Allianz’s role may amount to fraudulent misrepresentation to the 

claimant and other policyholders. The classic case Derry v Peek (1889) defines fraud in misrepresentation as a 

statement made knowingly false, or without belief in its truth, or recklessly without caring if true or false. Here: 

• Communications and policy documents likely still bore the LV= logo, and staff may have said “LV= is handling 

your claim” when in fact Allianz was the underwriter pulling the strings. 

• If this was done intentionally to mislead (to pacify claimants or avoid them trying to directly sue Allianz, for 

example), it ticks the Derry v Peek criteria. The mens rea (intent) is evidenced by the fact that internally 

they knew Allianz had control, yet externally they maintained a fiction. 



• The harm of that misrepresentation is clear: the claimant was deprived of knowing whom to hold accountable, 

and it enabled the delay. (One could argue if he knew Allianz was on the hook, he might have directly 

approached Allianz earlier or complained to the German HQ/regulators, etc.) 

Under the Fraud Act 2006, Section 2 (fraud by false representation) could technically apply if, for instance, 

letters on LV= letterhead in 2022 falsely represented who would pay the claim. However, more fitting is Section 

4: Fraud by abuse of position. This occurs when someone in a position of trust (which includes insurers towards 

insureds, or solicitors towards clients) dishonestly abuses that position to obtain a benefit or cause a loss. The 

dossier explicitly frames the conduct as “LV=, Allianz, AXA, and Lyons Davidson abused their positions of 

trust… delaying payments to gain financially”. By withholding the payout for 28 months, they indeed retained 

money (benefit) and caused loss to the claimant (unpaid monies, plus consequential health deterioration). The 

legal violation is clear: Section 4 of the Fraud Act is invoked, with precedent in cases like R v Hayes [2018] 

EWCA Crim 682 where a trader’s abuse of financial position was deemed fraud. Conviction under Section 4 can 

lead to up to 10 years’ imprisonment and/or unlimited fine. While applying this to corporate entities is complex 

(you’d need a “directing mind” to be criminally liable), individuals like Hanscomb or the executives who 

orchestrated the delay could potentially face investigation for fraud. 

Conspiracy to Defraud: The collusion among multiple parties could be prosecuted as common law conspiracy to 

defraud, which is an agreement between two or more to dishonestly deprive a person of something or to 

prejudice their rights. Clearly, the concert between Lyons Davidson, LV=, Allianz (and their lawyers) to keep the 

claimant from obtaining his due compensation fits this bill. Conspiracy to defraud is often easier to charge in 

complex cases because you don’t have to pinpoint one false representation – the entire course of conduct can be 

the fraudulent scheme. Emails and call logs showing coordination (especially the metadata evidence of secret 

info-sharing) would support such a charge. 

Insurance Fraud (by Insurers): There is an irony – insurers often highlight how they combat fraudulent 

claimants. Yet here, the insurers themselves engaged in a form of insurance fraud: intentionally not paying a 

valid claim and misrepresenting the status. The FCA could consider this a breach of fiduciary duty and treating 

customers fairly, but if done dishonestly, it’s criminal fraud. The mention of “5 million policyholders deceived” 

hints that not just this claimant, but potentially many others, were told LV= was handling things when Allianz 

was – a possible systemic issue. 

Obstruction of Justice and Harassment 

False Police Reports and Perverting the Course of Justice: Filing a false police report is not only a malicious act 

towards the victim but also an interference with public justice resources. R v Cotter [2002] EWCA Crim 1033 is 



cited, where making false allegations to police led to a perverting the course of justice conviction  . In the 

scenario, either: 

• A report was filed (Chowdhury’s April 30 letter claims so) – in which case those responsible (Hanscomb or 

Chowdhury or whoever instructed it) have potential criminal liability. They sought to have the state 

intimidate a lawful representative, which is an abuse of process. The elements of perverting the course of 

justice are: doing an act tending and intending to pervert justice. Lying to police to instigate an unfounded 

investigation certainly qualifies. Even if the police didn’t act on it, the offence is committed at the moment of 

making the false report. 

• If no report was actually filed and it was a bluff, that indicates a lie in a legal context – not criminal per se, but 

evidence of lack of integrity and grounds for professional discipline. (However, falsely claiming to have 

involved police could itself be harassment.) 

Protection from Harassment Act 1997: This act, notably Section 1, prohibits a course of conduct that a 

reasonable person would deem harassment (causing alarm or distress), including harassment by vexatious 

legal threats. If LV=/WBD made two police reports purely to frighten the representative, that is arguably 

harassment. It’s analogous to SLAPP suits where the legal system is weaponized to silence critics. The 

difference: they used criminal process threat instead of civil litigation. UK courts have held that even one or two 

acts can amount to harassment if sufficiently oppressive, though usually it’s a “course of conduct” (2 or more 

incidents). Here we have at least two incidents (two supposed reports, plus letters) – satisfying that. A civil 

claim for harassment could be brought, seeking damages and an injunction. Additionally, under Section 2 of 

PHA 1997, harassment is a criminal offence (though prosecution of corporate entities is less likely). 

SRA Ethical Breaches (Misleading and Threatening): Solicitors must not misuse their position by threatening 

criminal action to gain an advantage in a civil matter – this is generally frowned upon as an ethical no-no 

(previous Solicitors’ Codes explicitly forbade it; even under current standards, it would violate integrity and 

client care standards). WBD’s threat of police and DACB’s intimidation letters can be reported to the SRA. 

Already, SRA Principles 1, 2, and 5 were mentioned: uphold rule of law, act with integrity, and maintain public 

trust. There’s also Principle 7 (act in the best interests of each client) – which in Lyons Davidson’s case, they 

clearly did not do for the claimant. WBD and DACB arguably put their clients’ perceived interests above the law. 

Expect the SRA to examine: 

• Chowdhury’s honesty in representations to police/court. 



• Whether Lyons Davidson attempted to gag the client (which is contrary to the principle that a client can have 

whoever they want represent them, and a solicitor shouldn’t ditch a client to the wolves as leverage). 

• Whether any solicitor was complicit in destroying or hiding evidence (a serious disciplinary matter). 

Ill-treatment or Wilful Neglect of a Vulnerable Person: An innovative angle the dossier raises is applying Section 

44 of the Mental Capacity Act 2005 and provisions of the Care Act 2014 to this scenario. Typically, those laws 

are aimed at caregivers in health settings or people who have power of attorney, etc., but here they draw a 

parallel: the insurers and solicitors had a duty of care (if not statutory, then moral) to an elderly man with 

PTSD, effectively dependent on them for justice. By stringing him along and coercing him, they arguably 

“wilfully neglected” him for their gain. R v Hopkins & Priest (2011) EWHC 1626 (Admin) is cited as authority; 

that case involved care home staff convicted of wilful neglect of patients. The argument extends that the 

principles of elder protection apply – even if the letter of the law might not directly list insurers, any person 

who has assumed responsibility for a vulnerable person’s interests could fall under it. While a novel application, 

it’s compelling as a narrative of moral wrongdoing, and possibly could influence how a court views any damages 

(e.g., aggravated damages for taking advantage of the claimant’s age and condition). 

Conflicts of Interest and Professional Misconduct 

Conflict of Interest – Lyons Davidson & LV=: Lyons Davidson’s simultaneous ties to LV= (shareholder 

relationship, dependent client) and supposed duty to the claimant present a textbook conflict. The SRA Code of 

Conduct requires solicitors to avoid situations where two duties conflict unless with appropriate consent and 

safeguards (which here, the claimant was never informed “by the way, our firm is partly owned by your 

opponent!”). The dossier notes LV= publicly called Lyons Davidson financially unsustainable in 2017 yet kept 

using them, which implies Lyons D might compromise ethical standards to keep LV=’s business. If Lyons 

Davidson put insurer interests above their client’s, they breached SRA Principle 7 (best interests of client). The 

SRA could sanction the firm severely for that – possibly requiring them to cease acting for claimants if they 

can’t demonstrate independence from insurers. In extreme cases, individuals could be struck off for allowing 

such conflict to taint their advice. 

Solicitor’s Undertaking to Opponent vs Client: There’s also a whiff of misconduct in Lyons Davidson effectively 

acting as de facto opposing counsel by relaying the insurer’s low offer to ditch representation. They essentially 

acted against their own client’s interest. This could be grounds for the client (through new representation) to 

sue Lyons Davidson for professional negligence or breach of contract. It’s almost res ipsa loquitur (the thing 

speaks for itself) that offering £500 to drop yourself (the solicitor) from the case is in no way in the client’s 

interest – it serves only the solicitor/insurer interest. 



Misrepresentation to Regulators or Destruction of Evidence: If any of the firms provided false information to 

the SRA or ICO during inquiries (for example, claiming they had no relevant emails, or that delays were the 

client’s fault), that compounds the misconduct. The dossier already sets up that any tampering or suppression 

will trigger escalation  . Under SRA rules, lack of candour with the regulator is a grave offense. 

Treating Customers Unfairly – FCA Principle 6: The FCA’s Principle 6 obliges firms to treat customers fairly. The 

claims handling rules in ICOBS 8.1.1R explicitly state an insurer must “handle claims promptly and fairly”  and 

not unreasonably reject claims (or cause undue delay). The FCA has previously taken enforcement action 

against insurers who had systemic claim delays or denied valid claims without basis, especially where 

vulnerable customers were affected. Here, we have both unreasonable delay and failure to communicate 

reasons – a likely breach of ICOBS. The FCA could impose sanctions or require a redress program. Given the 

case’s egregiousness, one could imagine the FCA making an example: enforcing customer-centric reforms, 

possibly requiring LV= (Allianz) to audit all cases handled during the LV/Allianz transition for similar issues. 

FCA – Senior Managers & Certification Regime (SMCR): Under SMCR, key executives at insurers (and regulated 

law firms too if they have certain functions) have individual accountability. A Senior Manager at Allianz/LV= 

responsible for claims could be held to have failed to ensure proper governance. This can lead to fines or bans. 

For example, if Hynam or Hanscomb as COO knew of the strategy to delay claims, the FCA could deem that a 

failure of the “Customer Outcome” and “Integrity” components of their Duty. 

Possible Offence – Threats and Extortion: The combination of “take £500 and drop your son or you get nothing” 

might be construed as a form of extortion or blackmail (unwarranted demand with menaces) if framed that 

way, albeit the menace is implicit (withdrawal of support). It’s a stretch legally, but morally it’s similar to saying 

“nice claim you have, shame if we withdrew help from it.” 

Regulatory Precedents & Case Law Cited: 

• Derry v Peek (1889): Company directors not liable for fraud absent dishonesty – here, likely used to show that 

if dishonesty (knowledge of falsehood) is proven, it is fraud. 

• Coco v AN Clark (1969): for breach of confidence (re: leaking the dossier)  . 

• R v Cotter (2002)  : false report = perverting course. 



• R v Bowen (1996) might be relevant for undue influence on vulnerable (though not cited, but Hopkins 2011 is 

similar concept). 

• R v Hayes (2018): defined boundaries of fraud by abuse in a finance setting, drawing parallel to abuse of trust 

here. 

• R v Hopkins and Priest (2011): upholding convictions of neglect in care home – cited to show even absent total 

incapacity, deliberate neglect causing harm to an elderly person is criminal. 

In sum, legally the case spans civil wrongs (breach of contract, negligence, breach of confidence, data breaches, 

harassment) and criminal wrongs (fraud, perversion of justice). The presence of both heightens its seriousness: 

regulators like the SRA and FCA will coordinate with law enforcement if needed, and the claimant might seek 

not just compensation but exemplary damages for the malicious conduct. Case law supports heavy 

consequences where professional duty and public trust are betrayed in this manner. Notably, English law does 

not yet have a specific “anti-SLAPP” statute, but courts have inherent power to prevent abuse of process. The 

overt abuse here (police threats) would likely lead a court to strike out any case the insurers might try against 

the representative and potentially to injunct the insurers from further harassment. 

This analysis demonstrates the multi-layered legal violations at hand – far beyond a simple claim delay, this was 

a coordinated effort that broke rules across the board. Next, we examine the tactics used to achieve these 

violations, showing the modus operandi of this legal-insurance complex. 

Tactics of Suppression and Evasion 

Throughout the events, the involved parties employed a range of tactics – some subtle, others shockingly brazen 

– to suppress the claim and evade liability. Recognising these tactics is key to understanding how the 

misconduct was perpetuated and how similar patterns might appear elsewhere. Below is a breakdown of these 

methods: 

• Strategic Non-Communication and Delay: The most basic tactic was simply not responding. By ignoring 

correspondence and failing to give decisions, Lyons Davidson and the insurers kept the claimant in limbo. 

This “delay until death or drop-out” strategy banks on vulnerable claimants giving up. In this case, they 

misjudged the claimant’s tenacity. The unanswered calls and letters over 2.5 years illustrate a calculated 

stalling. This was coupled with excuse-making – if pressed, they’d cite ongoing investigations or need for 

instructions, never giving a straight answer. Delay was a foundational tactic because it creates leverage: bills 



pile up for the claimant, evidence may get stale, and the company can hold onto money longer (earning 

interest or investment returns in the interim). 

• Isolation of the Claimant (Gatekeeping): The firms walled off the claimant from anyone with authority. Using a 

junior handler (Ms Khan) as a gatekeeper meant the claimant’s pleas never reached decision-makers who 

might have been more sympathetic or solution-driven . It also meant the claimant could be told “there’s 

nothing more we can do” by someone who actually couldn’t do more, creating a false sense of conclusion. By 

refusing to let the claimant speak to a director or senior manager, they prevented escalation. This isolation 

extended to trying to remove his support (the son). Taking away a claimant’s representative or advisor is a 

classic move to leave them vulnerable to low settlements or to drop the matter entirely. The £500 incentive to 

drop representation was a blatant example – effectively bribing the client to cut off his own advocate. Had 

they succeeded, the elderly claimant would be one-on-one against the insurer and likely overmatched. 

Fortunately, he refused. 

• Misuse of Confidentiality and Data Laws: Ironically, the perpetrators attempted to turn data protection on its 

head. They cited GDPR as a pretext to deny reasonable requests – for example, claiming GDPR prevented 

them from sharing a director’s contact info or arranging a meeting . This is a misinterpretation; GDPR does 

not bar a company officer from talking to a customer about that customer’s case! It was a smokescreen to 

avoid accountability. Meanwhile, they themselves breached GDPR by sharing data when it suited them (like 

Preece forwarding the dossier). This one-way use of privacy rules – shield bad actors, expose the victim – is a 

pernicious tactic seen in other cover-ups too. Additionally, by stalling on the SAR, they prevented the 

claimant from obtaining ammo (internal records) that might have early on proven the collusion. Essentially, 

they bet on the claimant not knowing his rights or not enforcing them. SAR obstruction denied him access to 

the very evidence that now is blowing the lid off the scheme. 

• Collusive Information Sharing (Off-record coordination): Behind the scenes, the insurers and their lawyers 

coordinated as one unit, while outwardly maintaining separations (Allianz vs LV= vs Lyons Davidson). The 

“Bavarian Meal Test” evidence of metadata flow  confirms that Lyons Davidson was feeding information to 

Allianz/LV= (or vice versa) covertly. We suspect regular strategy calls or email chains among LV=, Allianz, 

Lyons Davidson (and later WBD and DACB) where they planned the next steps (e.g., “delay response to SAR”, 

“offer this lowball”, “report to police after next letter”). This collusion is a tactic because it exploits the 

claimant’s ignorance: he might think complaining to Allianz separately could yield action, not realising the 

very people he’s complaining about are in the loop and fortifying the defense. It’s essentially a concerted front 

– no weak link if everyone is informed and aligned. It took intelligence techniques by CS Imperium to pierce 

this veil, demonstrating why such collusion can be effective against lone individuals. 



• Semantic Reframing and Gaslighting: When cornered by evidence, the strategy shifted to change the 

conversation. WBD’s focus on tone and wording (“less agreeable mood”, “professional suicide”) rather than 

content is a prime example. By mischaracterising metaphors as threats, they attempted to gaslight the 

situation, painting the rational, if frustrated, advocate as the villain. This is a SLAPP tactic: divert attention 

from the original wrongdoing to some alleged misconduct by the complainant. It intimidates not just by the 

immediate threat (police), but by making the whistleblower doubt themselves – “perhaps I shouldn’t have 

used that phrase, now I’m in trouble.” It also serves in any external narrative to smear the whistleblower’s 

credibility (“this person used abusive language, etc.”). In short, they chose a minor aspect and blew it up, 

ignoring the mountain of evidence against them. This semantic tactic is essentially a red herring to distract 

regulators or even a court if it got that far. The dossier calls it out: Chowdhury “focused on semantics… while 

ignoring substantive allegations” – a clear sign of evasion. 

• Threats and Intimidation (SLAPP tactics): The apex of their suppression playbook was direct intimidation 

through legal threats – in this case, involving law enforcement. The false police report is perhaps the most 

egregious tactic employed . By criminalising the opponent, they hoped to: 

- Scare him into silence or withdrawal (nobody wants to risk arrest or a criminal record). 

- Discredit him – if he did speak out, they’d say “this is a person we had to report to police for threats, don’t 

believe him.” 

- Possibly trigger actual police action that could disrupt his work (even a wrongful arrest or lengthy 

investigation would consume the representative’s time and resources, a clear goal of a SLAPP). 

- This is an extreme form of SLAPP, beyond a nasty lawyer letter – invoking state power. It shows how far the 

colluding parties were willing to go. It’s also a dangerous game for them: filing a false report is itself illegal. 

The tactic relied on the assumption that the claimant’s side would blink first and back off, or that even if 

confronted, the claimants wouldn’t have the will to push a counter-complaint to fruition. 

Alongside the police threats, other intimidation included hints at financial or legal consequences: e.g., DAC 

Beachcroft’s letter likely implied that continuing to press allegations could result in the claimant having to pay 

legal costs or being countersued for defamation. Such hints play on fear of protracted litigation (a key SLAPP 

feature). 

• Concealment and Evidence Sanitisation: While not explicitly detailed in the user-provided text, we infer 

tactics like: 



• Limited paper trail: instructing things orally rather than by email where possible. 

• Possibly altering internal documents once they knew of scrutiny (for instance, creating backdated notes to 

justify delays, or deleting emails that showed instructions from Allianz to Lyons D). 

• When Lyons Davidson finally answered the SAR with nothing new, it likely means they purged any 

incriminating communications earlier. This is a serious but unfortunately common tactic when companies 

face internal trouble – an “oh dear” moment leads to shredding or mass deletion. The dossier’s warning that 

any tampering will trigger escalation   suggests they anticipated this move and set a trap (perhaps already 

secured copies of some records through other means). 

• Exploiting Power Imbalance and Resources: The insurers and their law firms leveraged the fact that they have 

vast resources and the claimant had comparatively none. They attempted to outlast him (delay tactic), 

outgun him (bringing in large law firms to intimidate a family representative), and outwit him legally 

(exploiting procedural nuances, e.g., confusing him about who the proper defendant is by the Allianz/LV= 

shuffle). The claimant’s side being persistent and savvy (through CS Imperium) was not what they expected. 

Typically, such a multi-headed hydra of companies would cause an individual to drop the fight from 

exhaustion or confusion – which is exactly what a SLAPP aims for. 

• Public Relations Control (Hypocrisy in Statements): While actively subverting the claimant’s rights, the 

companies maintained outward PR narratives of integrity. Samantha Preece’s public championing of 

corporate values like transparency and customer care (e.g., on International Women’s Day or member 

events) stands in stark contrast to her internal emails and actions . This is a subtler tactic: maintain a 

positive image to make any whistleblower’s claims seem less believable (“could LV=, who talks about member 

care all the time, really do that?”). It’s a form of reputation management tactic – rely on the company’s brand 

trust to cast doubt on the accuser. In this case, the evidence is overwhelming, but had it been he-said/she-said, 

public sympathy might lean to the storied 180-year-old insurer rather than an individual, purely due to 

cultivated image. 

• Legal Technicalities and Jurisdictional Fog: Though not explicitly mentioned, one possible tactic could be 

exploiting any jurisdiction or technical procedural issues. For instance, if the claim was under LV= policy but 

Allianz was the true insurer, they might argue in court about which entity should be sued, causing delays and 

procedural fights (a tactic to tire the claimant or force costly amendments). Also, using different law firms 

(Lyons D vs WBD vs DACB) for different aspects can silo the issues – e.g., “we can’t discuss the SAR, that’s 

being handled by X firm,” etc., fragmenting the opponent’s efforts. Essentially a divide-and-conquer via legal 

process. 



These tactics, taken together, illustrate a ruthless approach to avoid paying a legitimate claim and to silence 

anyone who might expose that. They show planning (not random mistakes) and a willingness to breach ethical 

and legal boundaries. For every ethical obligation the insurers and solicitors had, a counter-tactic was used: 

	 •	 Duty to handle claim promptly -> tactic: delay. 

	 •	 Duty of honesty -> tactic: mislead and misdirect. 

	 •	 Duty to treat customer fairly -> tactic: intimidate and isolate customer. 

	 •	 Duty of data transparency -> tactic: hide data, misuse GDPR. 

	 •	 Duty to uphold law -> tactic: manipulate law enforcement against the innocent. 

Understanding these tactics is also crucial for reforming the system – regulators and lawmakers can anticipate 

and guardrail against them (for example, the UK government is indeed looking at anti-SLAPP measures to stop 

misuse of defamation or legal threats against journalists; similar principles could protect consumer 

whistleblowers). 

For the investigator or victim, spotting these tactics early (e.g., unexplained delays, unusual secrecy, sudden 

aggressive legal letters) can be a sign to escalate the matter, gather evidence, and seek external help, as was 

eventually done here. 

Systemic Implications and Ongoing Investigations 

The patterns observed in this case are not isolated or coincidental – they reveal systemic flaws and potentially 

widespread practices in the intersection of insurance and legal services. Several broader implications emerge: 

• Regulatory Gaps and Coordination Failures: This case slipped through the cracks of at least three regulatory 

regimes (financial, legal, data protection) for over two years. The FCA’s Treating Customers Fairly principles 

were violated, yet no red flags were triggered in routine oversight – suggesting that regulators often rely on 

firms to self-report issues or on customer complaints that rarely come (especially when customers are 

stonewalled or misled about who to complain to). The SRA similarly might not catch a firm like Lyons 

Davidson acting against client interest unless a formal complaint is made. Data protection enforcement is 

backlogged and often reactive; a SAR complaint can take a long time to resolve. This allowed the colluding 

parties to operate with impunity. The implication is a need for better cross-regulator communication: for 

instance, if an insurer is subject to an unusual volume of SAR or complaint issues, the ICO could alert the FCA. 

Or if a law firm owned by insurers is representing policy claimants, the SRA and FCA might scrutinize that 

conflict proactively rather than waiting for harm. 



• The “Legal-Insurance Complex”: Much like the concept of a military-industrial complex, this case highlights a 

nexus of insurance companies and their captive law firms forming an echo chamber of self-interest. Lyons 

Davidson’s shareholding and financial dependence on insurers meant it effectively became an arm of the 

insurers rather than an independent advocate for claimants. WBD and DAC Beachcroft, major firms, regularly 

serve insurance industry clients – which can create an implicit bias in how they view claimants (possibly as 

adversaries or annoyances to be quashed, rather than customers with rights). Systemic corruption can arise 

not necessarily from outright bribery, but from a culture of symbiosis: insurers reward firms that save them 

money; law firms get more business by being aggressive in cutting payouts and claims; individual careers 

flourish by showing results (often at odds with fairness). Over time, a “deny, defend, delay” playbook becomes 

institutionalised. This is dangerous because it erodes public trust in two professions simultaneously. One 

implication is that some form of structural separation or transparency might be needed – e.g., requiring that 

firms representing individual claimants cannot have financial ties to insurers, or at least those ties must be 

disclosed to clients so they can give informed consent or choose truly independent counsel. 

• Vulnerable Parties and Duty of Care: The case underscores how vulnerable individuals – the elderly, injured, 

traumatised – are at particular risk in such a complex. It invites consideration that perhaps harsher penalties 

or special oversight should exist when the customer is vulnerable. The mention of elder abuse laws hints that 

society does recognize extra protection in care contexts; perhaps the FCA could incorporate similar thinking 

in insurance, ensuring that claims involving vulnerable policyholders are handled with heightened scrutiny 

and priority. The fact that an elderly man with PTSD was effectively bullied and neglected for financial gain is 

a stark moral failure. 

• SLAPPs Beyond Media – Need for Anti-SLAPP Measures: The intimidation tactics used resemble SLAPP suits 

(Strategic Lawsuits Against Public Participation), traditionally discussed in context of journalists or activists 

being sued to silence them. Here we see SLAPP tactics used against a customer and his advocate. This 

broadens the conversation: any power asymmetry where one side can use legal threats to muzzle criticism or 

complaints might benefit from anti-SLAPP protections. The UK Ministry of Justice has been evaluating anti-

SLAPP laws (especially after cases of oligarchs suing journalists in London). This case could be a case study 

for those reforms: demonstrating that even in consumer disputes, there is a need for mechanisms to quickly 

dismiss legal actions (or threats) that are purely aimed at shutting down legitimate complaints. For example, 

a rule that threatening criminal action to gain civil advantage is misconduct (already an ethical violation) 

could be given more teeth, or an expedited process for someone accused in such a manner to clear themselves 

and sanction the abuser. 



• Public Trust Erosion: Financial services and legal professions in the UK rely on public trust. If policyholders 

come to believe insurers will do everything possible to avoid paying – including deceit and intimidation – the 

very premise of insurance (“peace of mind”) is damaged. Likewise, if the public sees solicitors as hired guns 

who will trample ethics for a fee, it undermines the justice system. The individuals in this case, by pursuing 

short-term gain, put the long-term reputation of their industries at risk. This is systemic because if left 

unchecked, other firms might adopt similar tactics to remain “competitive” (a race to the bottom in claims 

handling ethics). Regulators and professional bodies must intervene forcefully in such high-profile cases to 

send a message and recalibrate culture. Historically, big scandals (like the Post Office Horizon scandal for 

legal oversight, or mis-selling scandals for insurers) lead to reforms. This case could be a catalyst if properly 

exposed. 

• Ongoing Investigations and Potential Fallout: 

• The ICO investigation (if one formally opens) could force Lyons Davidson and LV= to reveal internal 

documents in a way litigation discovery might not, and impose fines. 

• The SRA investigation could lead to disciplinary tribunals for solicitors from Lyons Davidson, WBD, and 

DACB. It could also examine the firm-level governance: e.g., did Lyons Davidson’s COLP fail in their duty to 

handle complaints? Did WBD’s partners fail to supervise an associate (Chowdhury) properly, encouraging 

disproportionate action? The SRA could impose anything from fines to practicing certificate suspensions or 

disbarment. 

• The FCA might take a broader view: they could do a “section 166” skilled person review of Allianz and LV=’s 

claims handling or a thematic review across the industry to see if this behaviour is rampant. If they find this 

was not an isolated incident, fines and customer redress orders can follow. (E.g., forcing the firm to pay 

compensation not just to this claimant but review other claims during that period that might have been 

mishandled.) 

• The Serious Fraud Office (SFO) typically looks at frauds with a large sum or public interest element. If 

evidence shows a deliberate corporate policy to defraud claimants (especially if it’s quantifiable across many 

cases), the SFO could be interested. Even if not, police (City of London Police’s Insurance Fraud Department) 

might actually investigate the false reporting and scheme, turning the tables on those who tried to use them 

improperly. 



• Parliamentary oversight: MPs might raise questions to regulators or Government ministers (“Is the FCA 

aware of allegations that insurers colluded to avoid paying a vulnerable accident victim?” etc.). This can 

prompt faster or tougher regulatory responses. 

• Litigation Prospects: On a systemic level, this case might spur collective legal action. For example, if it is 

shown that a number of policyholders post-2019 were misled about Allianz vs LV=, a class action or group 

litigation could be formed for misrepresentation. The dossier in fact references “Class Action Insurance 

Notes.pdf” with pages cited, suggesting CS Imperium is contemplating a broader class or at least gathering 

evidence of similar cases (customer reviews etc.). The systemic implication is that this might not end with 

one claim settled; it could widen to many claim re-openings or lawsuits. 

• Need for Whistleblower Protections: Internally, there may have been employees at LV=, Allianz or Lyons 

Davidson uneasy with what was happening. But the current system offers little protection or avenue for them 

in such contexts. Strengthening whistleblower protections in the private sector (and making sure they cover 

situations like client detriment, not just shareholder fraud) could help. If an adjuster or junior lawyer had a 

way to safely report up or to regulators, some of these practices could be caught sooner. This intersects with 

the call for anti-SLAPP – both aim to empower those who speak out about wrongdoing. 

In conclusion, the systemic rot uncovered here calls for a multi-pronged response: robust enforcement to 

penalize the wrongdoers, regulatory reforms to close loopholes and deter future misconduct, and perhaps 

legislative action to bolster anti-SLAPP and consumer protection laws in the context of insurance and legal 

services. CS Imperium’s investigation is ongoing, and it aims not only to resolve one man’s plight but to shine a 

light on a dark corner of the industry, thereby driving change. 

The next sections provide resources to that end: a press kit to inform the public and media, and guidance for 

others who might find themselves facing similar tactics of suppression. 

Appendix A: Press Briefing – Key Findings for Media 

For immediate release – prepared by CS Imperium Intelligence Directorate 

Headline: Investigation Uncovers Insurance Claim Suppression Scheme – Major Insurers and Law Firms 

Accused of Fraud and Intimidation 

Summary of Findings: A CS Imperium dossier reveals that Allianz Insurance, Liverpool Victoria (LV=) and law 

firms Lyons Davidson, Womble Bond Dickinson, and DAC Beachcroft colluded to delay and deny an elderly 



accident victim’s claim for over 28 months. The report alleges multiple breaches of law and ethics, including 

fraudulent misrepresentation, data protection violations, and the use of SLAPP-style intimidation to silence the 

victim’s family advocate. 

Key Points: 

• Catastrophic Claim Obstructed: After a 78-year-old man suffered life-threatening injuries in a 2022 lorry 

accident, his legitimate insurance claim was systematically stalled. Internal documents show the involved 

companies intentionally delayed payouts to profit from the funds . 

• Allianz-LV= Deception: In 2019, Allianz bought LV=’s general insurance business, but the firms kept the LV= 

brand on letters to customers, concealing Allianz’s role. The dossier says this misled policyholders and 

regulators – a “continuity deception” akin to fraudulent misrepresentation. 

• Law Firm Conflict of Interest: Lyons Davidson, supposedly representing the victim, was financially tied to LV= 

(LV= owns shares in the firm) . Investigators say Lyons Davidson sided with the insurers, even offering the 

elderly client a mere £500 to drop his son as his representative, effectively trying to isolate a vulnerable 

person for a low-ball settlement. This is described as exploiting a vulnerable client, potentially breaching the 

Mental Capacity Act 2005. 

• GDPR and Data Breaches: The companies are accused of flouting data laws – Lyons Davidson ignored the 

victim’s data access request for over two years , and an LV= executive (Samantha Preece) unlawfully 

forwarded confidential case files in breach of GDPR . Ironically, Preece cited “GDPR” as an excuse to refuse 

direct communication with the victim’s family while herself violating those same rules . 

• Intimidation and False Police Report: When the victim’s son (acting as his advocate) pressed the issue with 

evidence of wrongdoing, a senior LV= officer (Harry Hanscomb, COO) allegedly filed a false police report 

portraying the advocate’s polite persistence as “threats” . The police were involved after legal action began – 

an intimidation tactic described as “unprecedented” by the dossier . A Womble Bond Dickinson lawyer 

(Rashmita Roy Chowdhury) on LV=’s behalf is said to have misrepresented an AI-generated satirical note as a 

violent threat and used it to justify involving police  . Legal experts call this a Strategic Lawsuit Against Public 

Participation (SLAPP) tactic aimed at silencing a whistleblower. 

• Collusion Among Firms: Evidence (including metadata analysis) shows Lyons Davidson secretly shared 

information with Allianz and LV=, coordinating their defense . All parties – including external law firms 



Womble Bond Dickinson and DAC Beachcroft – acted in concert to stonewall the claim and coerce the family 

into dropping their fight. The dossier dubs it a “legal-insurance complex” operating above the law. 

• Regulatory and Legal Breaches: The alleged conduct breaches a litany of UK laws – Fraud Act 2006 (abuse of 

position), Data Protection Act 2018, Protection from Harassment Act 1997, and possibly perverting the 

course of justice by false reporting. It also violates industry regulations (FCA rules to handle claims fairly ) 

and professional codes (Solicitors Regulation Authority principles of integrity and client care). 

Calls for Action: CS Imperium has lodged complaints with the Information Commissioner’s Office, Solicitors 

Regulation Authority, and Financial Conduct Authority, and is considering referral to the Serious Fraud Office . 

Investigators urge these regulators to take swift action, citing the case as indicative of systemic corruption in 

claims handling. Lawmakers are also being briefed; the case is likely to feed into the UK’s ongoing discussion on 

anti-SLAPP legislation and consumer protection. 

Quotes: 

• CS Imperium’s representative for the victim: “This was not a one-off error – it was a deliberate strategy to 

deprive an elderly man of justice. We found evidence of collusion at the highest levels. When we confronted 

them, they tried to paint us as criminals rather than answer our questions. It’s shocking and unforgivable.” 

• Investigator’s Note: “We have 700+ pages of evidence – emails, recorded meetings, internal memos. It reads 

like a playbook for corporate malfeasance: deny liability, delay proceedings, then defame your accuser. This 

case should send a chill through the industry and a clarion call to regulators.” 

• What’s at Stake: Beyond this one claim (which remains unpaid), the findings suggest potentially hundreds of 

consumers could have been affected by similar practices during the Allianz-LV= transition. Public trust in 

insurance is at risk. Observers note parallels to the Post Office IT scandal, where aggressive legal tactics by 

corporate lawyers led to grave injustices; similarly, here, vulnerable customers were no match for a 

coordinated corporate cover-up. 

CS Imperium is preparing to support the victim in pursuing all legal avenues, including a potential lawsuit 

seeking damages for fraud and emotional distress. They have also set up a resource center for other individuals 

who suspect they’ve been subject to SLAPP tactics by corporations (see Appendix B for guidance for victims 

and whistleblowers). 

For further information, documentation, or to request an interview, contact: 



CS Imperium Intelligence Directorate – [Contact Info], Ref: “Operation Claim Integrity” 

(End of press briefing) 

• Appendix B: Guidance for Victims and Whistleblowers 

If you are a policyholder, client, or whistleblower facing aggressive suppression tactics (whether by an insurer, 

employer, or other powerful entity), you are not alone and you are not powerless. The tactics uncovered in this 

dossier – from stonewalling to SLAPP-style legal threats – are designed to exploit fear and isolation. Below is 

guidance on protecting yourself and pursuing justice: 

1. Document Everything: Keep a detailed paper trail. Save all emails, letters, and notes of phone calls. If 

conversations happen by phone or in meetings, write a follow-up email summarising what was said (creating a 

written record). In jurisdictions where it’s legal, consider recording important meetings or calls – a calm record 

can refute false allegations about your conduct . In this case, audio recordings helped expose the truth behind 

“he said, she said” disputes. 

2. Exercise Your Data Rights: Use data protection laws (e.g., Subject Access Requests under GDPR) to your 

advantage. Submit a SAR to the companies involved to obtain your file and internal correspondence . They are 

legally obliged to respond (typically within 30 days). Even if they stall or refuse, the act of requesting puts them 

on notice that you’re asserting your rights. As seen here, a SAR uncovered that nothing new was disclosed, 

bolstering the case that data was withheld . If you suspect they’re hiding information, complain to your national 

data regulator (ICO in the UK). The ICO can force disclosure or punish non-compliance. 

3. Involve Regulators and Ombudsmen Early: Don’t be afraid to escalate. If an insurance claim is being delayed 

or mishandled, you can file a complaint with the Financial Ombudsman Service (FOS) in the UK once you’ve 

given the insurer a chance to resolve (8 weeks or a deadlock letter). The FOS is an alternative to court and can 

order fair outcomes. Similarly, for legal professionals, you can complain to the Solicitors Regulation Authority. A 

company might threaten that involving regulators or public authorities will slow things or anger them – that’s a 

hollow threat. In this case, the perpetrators feared regulatory scrutiny . Regulators can provide an outside 

check and, importantly, once you file a formal complaint, the company knows it can no longer easily sweep 

things under the rug. 

4. Seek Independent Advice or Representation: Do not hesitate to get an independent lawyer or advocate to 

advise you – one who has no conflicts of interest. In our case, the family engaged CS Imperium as independent 

representatives, which changed the power dynamic. An outside advocate can often spot misconduct and call it 



out without the emotional pressure you face. If cost is an issue, explore legal aid, pro bono clinics, or advocacy 

groups relevant to your issue (e.g., citizen advice bureaus, consumer rights organisations). For whistleblowers, 

consider contacting organisations like Protect (UK whistleblowing charity) or legal whistleblower specialists 

who can advise on protections. 

5. Do Not Self-Incriminate – Stay Calm and Measured: If you’re frustrated (understandably) by stonewalling, 

avoid venting in ways that can be twisted. Stay professional in writing. The case here shows how metaphor or 

satire was misused against the advocate . It’s unfair, but assume anything you say in writing might later be read 

by a court or regulator. That said, do express your concerns clearly. Don’t let them gaslight you into thinking 

polite insistence is “harassment” – it’s your right to demand answers. Just keep the tone firm and factual. If you 

slip (we’re all human), don’t panic – context usually prevails, especially if you have recordings to show you were 

civil . 

6. Leverage Subject Matter Experts: If your issue spans areas (like legal and financial), reach out to experts or 

journalists who specialize in that field. Media exposure can help in extreme cases – but weigh it carefully; 

sometimes the threat of going public is enough to make a company reconsider its approach. In this dossier, a 

press kit was prepared for media【Appendix A】, which often motivates companies to settle or correct course 

to avoid reputational damage. Be mindful of confidentiality clauses or defamation – stick to truth and evidence if 

speaking out. 

7. Beware of Gag Orders or Unfair Settlements: If the other side suddenly offers a settlement when pressure 

mounts, read the fine print. They may include clauses to prevent you from speaking about the case or reporting 

to regulators. Know that in some sectors, regulators allow whistleblowing despite NDAs (e.g., UK law invalidates 

NDAs that prevent protected disclosures). If a settlement is on the table, consider consulting a lawyer to ensure 

your rights (to your story, your data, future claims for unknown issues) are not unduly signed away. Don’t be 

rushed – companies often impose arbitrary short deadlines to accept offers; that’s part of the pressure tactics. 

8. Personal Support and Security: Being on the receiving end of SLAPP tactics or corporate bullying can be 

mentally exhausting and frightening. Ensure you have personal support – friends, family, or support groups – to 

talk to. If there are physical threats or you feel unsafe due to stalking or surveillance (rare, but if you’re, say, an 

internal whistleblower, this could happen), inform the authorities and take precautions (vary routines, 

document incidents). In our scenario, the intimidation was via legal threats rather than physical, but stress can 

take a toll. Consider consulting a counsellor or therapist if the anxiety becomes overwhelming – your well-being 

is paramount. 



9. Whistleblower Protections: If you are an insider blowing the whistle, know the law likely protects you (for 

example, the UK Public Interest Disclosure Act). You can often report concerns to regulators confidentially. 

Before whistleblowing publicly, try internal channels if safe to do so, or go to a regulator as a protected 

disclosure. Keep copies of anything you report and note the time and date. If retaliation happens (job loss, 

demotion), that record will aid your case in an employment tribunal. Seek advice from whistleblower helplines 

(e.g., Protect in UK). 

10. Connect with Others and Raise Awareness: One powerful antidote to isolation tactics is finding others with 

similar experiences. Companies deploying these schemes often do it to multiple people. By connecting, you can 

share strategies and sometimes mount a stronger joint action (as a group complaint or class action). Use online 

forums or social media (with caution about defamation – stick to facts) to find communities. Even observing 

that others fought and won can bolster your resolve. For instance, this dossier turning into enforcement action 

would set a precedent that could help future victims. 

11. Legal Recourse for SLAPP Victims: If you believe you’re being targeted with a SLAPP (a baseless or 

exaggerated legal threat to shut you up), inform the court or regulator in any related proceedings. While the UK 

doesn’t have a dedicated anti-SLAPP law yet, judges are increasingly aware of the issue. They can penalize 

parties who abuse process. You can request the court for strike-out or summary judgment on obviously 

meritless claims and ask for costs on an indemnity basis (higher scale) to deter the bully. Publicly calling it a 

“SLAPP” can also be a PR blow to the opponent – no reputable firm wants that label. 

12. Maintain Integrity and Truth: Finally, always stick to the truth in your allegations. The parties in this 

report fell to lying and fabrication, which is often their undoing. By being truthful, your position is 

fundamentally strong. If you don’t know something for sure, label it as your belief or concern rather than fact. 

This keeps your credibility high. In the face of intimidation, remind yourself: truth is a defense (in defamation, 

in investigations). The whistleblower here was telling the truth, and despite all attempts, the truth is coming 

out . 

Closing encouragement: Facing large institutions can be daunting. They count on you feeling powerless. But 

laws and regulators exist to protect you, and there are allies out there (journalists, lawyers, advocacy groups) 

who take on exactly these fights. As this case demonstrates, persistence can pay off – the wall of silence and 

intimidation can be broken. By documenting, seeking support, and using legal channels, you increase your 

chance of not only resolving your own issue but also driving change to prevent others from suffering similarly. 

Stay strong, stay informed, and do not blame yourself for their wrongdoing – the fault lies with the perpetrators, 

and with collective effort, they can be held to account. 




